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(h) Transfer of Certification. In the 
event of any permitted transfer and as-
signment of a Designation, any related 
Certification for the same anti-ter-
rorism Technology shall automatically 
be deemed to be transferred and as-
signed to the same transferee to which 
such Designation is transferred and as-
signed. The transferred Certification 
will continue to apply to the transferor 
with respect to all transactions and oc-
currences that occurred through the 
time at which such transfer and assign-
ment of the Certification became effec-
tive.

(i) Issuance of Certificate; Approved 
Product List. For anti-terrorism Tech-
nology reviewed and approved by the 
Under Secretary and for which a Cer-
tification is issued, the Under Sec-
retary shall issue a certificate of con-
formance to the Seller and place the 
anti-terrorism Technology on an Ap-
proved Product List for Homeland Se-
curity, which shall be published by the 
Department.

(j) Block Certifications. (1) From time 
to time, the Under Secretary, in re-
sponse to an application submitted 
pursuant to § 25.9(a) or at his own ini-
tiative, may issue a Certification that 
is applicable to any person, firm or 
other entity that is a qualified Seller 
of the Approved Product for Homeland 
Security described in such Certifi-
cation (a ‘‘Block Certification’’). All 
Block Certifications shall be published 
by the Department within ten days 
after the issuance thereof at http://
www.safetyact.gov, and copies may also 
be obtained by mail by sending a re-
quest to: Directorate of Science and 
Technology, SAFETY Act/room 4320, 
Department of Homeland Security, 
Washington, DC 20528. Any person, 
firm, or other entity that desires to 
qualify as a Seller of an Approved 
Product for Homeland Security under a 
Block Certification shall complete only 
such portions of the application ref-
erenced in § 25.9(a) as are specified in 
such Block Certification and shall sub-
mit such application to the Depart-
ment in accordance with § 9(a). Appli-
cants seeking to be qualified Sellers of 
an Approved Product for Homeland Se-
curity pursuant to a Block Certifi-
cation will receive expedited review of 
their applications and shall not be re-

quired to provide information with re-
spect to the technical merits of the Ap-
proved Product for Homeland Security 
that has received Block Certification. 
Within 60 days (or such other period of 
time as may be specified in the applica-
ble Block Certification) after the re-
ceipt by the Department of a complete 
application, the Under Secretary shall 
take one of the following actions: 

(i) Approve the application and no-
tify the applicant in writing of such ap-
proval; or 

(ii) Deny the application, and notify 
the applicant in writing of such deci-
sion, including the reasons for such de-
nial.

(2) If the application is approved, 
commencing on the date of such ap-
proval, the applicant shall be deemed 
to be a Seller under the applicable 
Block Certification for all purposes 
under the SAFETY Act, this part, and 
such Block Certification. A Block Cer-
tification shall be valid and effective 
for the same period of time for which 
the related Block Designation is 
issued. A Block Certification may be 
renewed by the Under Secretary at his 
own initiative or in response to an ap-
plication for renewal submitted by a 
qualified Seller under such Block Cer-
tification in accordance with § 25.9(g). 
Except as otherwise specifically pro-
vided in this paragraph, a Block Cer-
tification shall be deemed to be a Cer-
tification for all purposes under the 
SAFETY Act and this part. 

§ 25.10 Confidentiality and protection 
of Intellectual Property. 

(a) General. The Secretary, in con-
sultation with the Office of Manage-
ment and Budget and appropriate Fed-
eral law enforcement and intelligence 
officials, and in a manner consistent 
with existing protections for sensitive 
or classified information, shall estab-
lish confidentiality procedures for safe-
guarding, maintenance and use of in-
formation submitted to the Depart-
ment under this part. Such protocols 
shall, among other things, ensure that 
the Department will utilize all appro-
priate exemptions from the Freedom of 
Information Act. 

(b) Non-Disclosure. Except as other-
wise required by applicable law or reg-
ulation or a final order of a court of 
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competent jurisdiction, or as expressly 
authorized in writing by the Under 
Secretary, no person, firm, or other en-
tity may: 

(1) Disclose SAFETY Act Confiden-
tial Information (as defined above) to 
any person, firm, or other entity, or 

(2) Use any SAFETY Act Confidential 
Information for his, her, or its own 
benefit or for the benefit of any other 
person, firm, or other entity, unless 
the applicant has consented to the re-
lease of such SAFETY Act Confidential 
Information.

(c) Legends. Any person, firm, or 
other entity that submits data or in-
formation to the Department under 
this Part may place a legend on such 
data or information indicating that the 
submission constitutes SAFETY Act 
Confidential Information. The absence 
of such a legend shall not prevent any 
data or information submitted to the 
Department under this Part from con-
stituting or being considered by the 
Department to constitute SAFETY Act 
Confidential Information. 
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Subpart A—General 
§ 27.100 Purpose. 

The purpose of this Part is to en-
hance the security of our Nation by 
furthering the mission of the Depart-
ment as provided in 6 U.S.C. § 111(b)(1) 
and by lowering the risk posed by cer-
tain chemical facilities. 

§ 27.105 Definitions. 
As used in this part: 
A Commercial Grade (ACG) shall refer 

to any quality or concentration of a 
chemical of interest offered for com-
mercial sale that a facility uses, stores, 
manufactures, or ships. 

A Placarded Amount (APA) shall refer 
to the STQ for a sabotage and contami-
nation chemical of interest, as cal-
culated in accordance with § 27.203(d). 

Alternative Security Program or ASP 
shall mean a third-party or industry 
organization program, a local author-
ity, state or Federal government pro-
gram or any element or aspect thereof, 
that the Assistant Secretary has deter-
mined meets the requirements of this 
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